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Certificate error issue resolution in different browsers:

Please follow below directions to bypass certificate error received while running reports within
GothicNet.

Please Note: Certificate error issue is currently being worked on and will be resolved as soon as possible.

e Google Chrome
e Firefox

e Microsoft Edge
e Internet Explorer

Google Chrome:

A

Your connection is not private

Attackers might be trying to steal your information from knight120._njcu.edu (for
example, passwords, messages, or credit cards). Learn more
NET:ERR_CERT_AUTHORITY_INVALID

D Automatically send some system information and page content to Google to help detect

dangerous apps and sites. Privacy policy

ADVANCED / Back to safety
|

A

Your connection is not private

Attackers might be trying to steal your information from knight120.njcu.edu (for
example, passwords, messages, or credit cards). Learn more
NET:ERR_CERT_AUTHORITY_INVALID

O Automatically send some system information and page content to Google to help detect

dangerous apps and sites. Privacy policy

HIDE ADVANCED) Back to safety

This server could not prove that it is knight120.njcu.edu; its security certificate is not

trusted by your computer's operating system. This may be caused by a misconfiguration or
an attacker intercepting your connection.

Proceed to knight120.njcu.edu (unsafe] /
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Firefox Browser:

% Your connection is not secure
The owner of knight120.njcu.edu has configured their website improperly. To protect your information from being
stolen, Firefox has not connected to this website,
Learn more...

Report errors like this to help Mozilla identify and block malicious sites

KN oo

% Your connection is not secure

The owner of knight120.njcu.edu has configured their website improperly. To protect your information from being
stolen, Firefox has not connected to this website.

Learn more...

Report errors like this to help Mozilla identify and block malicious sites

knight120.njcu.edu:5443 uses an invalid security certificate.

The certificate is not trusted because the issuer certificate is unknown.

The server might not be sending the appropriate intermediate certificates.
An additional root certificate may need to be imported.

The certificate is not valid for the name knight120.njcu.edu.

Error code: SEC_ERROR_UNKNOWN_ISSUER

Add
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Nactinn € ANt carlirs
Add Security Exception x

5 You are about to override how Firefox identifies this site.

Y from being
5 !g Legitimate banks, stores, and other public sites will not ask you to do this.

Server

T3 A It/ enight 1 20 njcu.ed s 5443/ psreponts/njcusal 128623 1/N)_TR |.GCTCH'LFI¢BT&|

Certificate Status

This site atternpts to identify itself with invalid information. | View...
| Advanced

Wrong Site

The certificate belengs te a different site, which could mean that someone is trying te

impersonate this site.

Unknown Identity

N The certificate is not trusted because it hasn't been viigified as issued by a trusted authorty using
a secure signature,

lc; B Permanently store this exception

s:orfms-cuuyaupﬁmH Cancal |

Add Exception...

Microsoft Edge Browser:

This site is not secure

This might mean that someone’s trying to fool you
or steal any info you send to the server. You should
close this site immediately.

B Go to your Start page

\ Details
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This site is not secure

This might mean that someaone’s trying to fool you
or steal any info you send to the server. You should
close this site immediately.

Bl Go to your Start page

Details

Your PC doesn't trust this website's security
certificate.

The hostname in the website's security certificate
differs from the website you are trying to visit.

Error Code: DLG_FLAGS INVALID CA
DLG_FLAGS SEC_CERT CN_INVALID

\ Go on to the webpage (Mot recommended)

Internet Explorer:

There is a problem with this website's security certificate.

The security certificate presented by this website was issued for a different website's address.
The security certificate presented by this website was not issued by a trusted certificate authority.

Security certificate problems may indicate an attempt to fool you or intercept any data you send to the
server.

We recommend that you close this webpage and do not continue to this website.

@ Click here to close this webpage.

% Continue to this website (not recommended). /

= More information

This site is not secure

This might mean that someone’s trying to fool you or steal any info you send to the server. You should
close this site immediately.

& Close this tab

® More information r"—_——’-
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This site is not secure

This might mean that someone’s trying to fool you or steal any info you send to the server. You should
close this site immediately.

@ Close this tab

@ More information

Your PC doesnt trust this website's security certificate.
The hostname in the website's security certificate differs from the website you are trying to
visit.

Error Code: DLG_FLAGS_INVALID_CA
DLG_FLAGS_SEC_CERT_CN_INVALID

@ Go on to the webpage (not recommended)
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